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Introduction

What is HMIS?

The Homeless Management Information System (HMIS) is a web-based software application designed to record and store client-level information on the characteristics and service needs of persons experiencing or at risk homelessness in the City of Alexandria as well as program-level information on the provision of housing and services.  HMIS knits together the homeless prevention and assistance providers within our community and creates a more coordinated and effective delivery system.

HMIS provides a standardized tool for our partners to collect information about homeless and at-risk populations in our community to better understand the characteristic of these populations’ demographics, patterns of homelessness, use of services, and the unique needs of specific sub-populations such as veterans and the chronically homeless.  HMIS allows for program-specific as well as system-wide reporting of data, which assists in the measuring of program and system outcomes and the overall reduction of homelessness in the City.   

Who Mandates the Use of HMIS?

HMIS Standards were developed in response to a series of Congressional directives beginning with the FY 1999 HUD Appropriations Act. In that year, Congress directed the U. S. Department of Housing and Urban Development (HUD) to collect HMIS data from a representative sample of six communities in order to develop an unduplicated count of homeless people nationwide and analyze the use and effectiveness of homeless assistance services.  In subsequent years, Senate and House Appropriations Committee reports have reiterated Congress’ directive to HUD to: 1) assist communities in implementing local HMIS, and 2) develop an Annual Homeless Assessment Report (AHAR) that is based on HMIS data 

In addition to Congressional directive, HUD, other federal agencies and the U.S. Interagency Council on Homelessness are required under statutory authority to collect information on the nature and extent of homelessness. Programs authorized under McKinney-Vento Act funding are required to use HMIS to:

· Assess the service needs of homeless persons;
· Ensure that services are directed to meeting those needs;
· Assess the outcomes of these services in enabling homeless persons to become more self-sufficient; and
· Report to Congress on the characteristics of homeless persons and effectiveness of federal efforts to address homelessness.

How Does this Impact the City of Alexandria?

The Homeless Emergency Assistance and Rapid Transition to Housing (HEARTH) Act, enacted into law on May 20, 2009, requires that all McKinney-Vento funded communities have an HMIS with the capacity to collect unduplicated counts of individuals and families experiencing homelessness. Through HMIS, our community must be able to collect information from providers serving homeless persons to use as part of our needs analyses and to establish funding priorities. 

HEARTH codifies into law certain data collection requirements integral to HMIS, and makes, HMIS participation a statutory requirement for recipients and sub-recipients of the federally funded CoC Program Grant and Emergency Solutions Grant (ESG).  Additionally, the Virginia Department of Housing & Community Development (DHCD) requires the use of HMIS by all state and federal pass-through homeless prevention and homeless assistance funding recipients. 

Recognizing that the Health Insurance Portability and Accountability Act (HIPAA) and other Federal, State and local laws may further regulate certain agencies, the HMIS Lead may negotiate its procedures and/or execute appropriate business agreements with Contributory HMIS Organizations (CHOs) so they are in compliance with applicable laws. 
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What Are The Participation Requirements?

The City of Alexandria HMIS complies with the HUD data collection, management, and reporting standards.  These operating policies and procedures comply with the HUD 2010 HMIS Data Standards; the Homeless Emergency Assistance and Rapid Transition to Housing (HEARTH); the Continuum of Care Program Interim Final Rule; and related HUD notices.  

Mandated Participation
All providers that receive federal or state funding to provide homeless prevention, rapid rehousing, and/or homeless services assistance must meet the minimum HMIS participation standards as defined by this Policy and Procedures manual.  Providers include: the Homeless Service Assessment Centers, homeless prevention service providers, emergency shelters, rapid re-housing service providers, transitional housing programs, permanent supportive housing programs, and the safe haven.  These mandated participating providers are required to comply with all applicable operating procedures and must execute and comply with the Contributory HMIS Organization participation agreement. 

Voluntary Participation
While currently there is not a federal, state or local mandate for non-McKinney-Vento funded providers to contribute HMIS data, The Partnership strongly encourages participation of all homeless prevention and services providers as a responsibility of CoC membership.  HMIS participation is not only beneficial to the individual organization, but it also enables the CoC to achieve the most comprehensive and accurate understanding of homelessness in our community and supports The Partnership’s mission to prevent and end homelessness in the City of Alexandria.  All voluntary HMIS contributing organizations must meet the minimum participation standards.

Who is Exempt from the Use of HMIS?

In accordance with the Violence Against Women and Department of Justice Reauthorization Act of 2005 (VAWA) Sec. 605. Amendment to the McKinney-Vento Homeless Assistance Act, victim service providers are exempt from entering client-level data into HMIS.

Victim service providers include nonprofit organizations whose primary mission is to provide services to victims of domestic violence, dating violence, sexual assault, or stalking, such as rape crisis centers, battered women’s shelters, and domestic violence transitional housing programs. This also includes faith-based programs and homeless shelters which have specific victim services programs or umbrella organizations that have a specific victim services program as part of their organization. In those cases, confidentiality protections would only extend to the specific program in question, unless the larger organization receives VAWA or Family Violence Prevention & Services Act Grant Program (FVPSA) funding and falls under the Section 3 protection. 

Domestic and sexual violence programs that received sub-grants through the American Recovery and Reinvestment Act of 2009 (ARRA) Homelessness Prevention and Rapid Re-Housing Program (HPRP) were not permitted to enter data directly in HMIS, but required to use a comparable database to generate and submit unduplicated aggregate quarterly reports about individuals and families served with HPRP funds. 

All other programs that are not primarily dedicated to serving victims of domestic violence, dating violence, sexual assault and stalking but provide services to such victims, are required to enter client-level data in HMIS. 



Why Do We Use HMIS?

The CoC implemented HMIS in the City of Alexandria in July 2005 in accordance with HUD and DHCD funding requirements.  In addition to federal and state mandate, The Partnership to Prevent and End Homelessness in the City of Alexandria (The Partnership) has since found the standardized use of HMIS critical to providing reliable usable data and analysis on the extent and nature of homeless and the effectiveness of the homelessness prevention and homeless service delivery system in preventing and ending homelessness in our community

What HMIS Product Do We Use?

HMIS Vendor is Bowman Systems LLC.

HMIS Software Application is ServicePoint, Version 5 (SP5).

What Are The Hardware, Connectivity and Computer Security Requirements?

Workstation Specifications – The minimum desktop specifications for ServicePoint 5 are: 

• Computer:  PC only (Bowman Systems does NOT support Macintosh). 

• Tablet:  Ipads with IOS 6 and up on the Safari browser. 

• OS/Memory: 
· Vista – 4 GB recommended (2 GB minimum) 
· XP (Service Pack 3) – 2 GB recommended (1 GB minimum) 
· Windows 7 – 4 GB recommended (2 GB minimum) 

• Monitor:   Screen Display - 1024 x 768 (XGA)

• Processor:  A Dual-Core processor is recommended. 

• Internet Connection:  Broadband 

• Browser:  Google Chrome is recommended. Internet Explorer 10 is supported. Other browsers work with varying results. 

Internet Connectivity 
Contributory HMIS Organizations must have Internet connectivity for each workstation accessing the HMIS.  To optimize performance, all agencies are encouraged to secure a high speed Internet connection with a cable modem, DSL, or T1 line. 

Security Hardware/Software 
All workstations accessing the HMIS need to be protected by a Firewall.  If the workstations are part of an organization’s computer network, the Firewall may be installed at a point between the network and the Internet or other systems rather than at each workstation.  Each workstation also needs to have anti-virus and anti-spyware programs in use and properly maintained with automatic installation of all critical software updates.  Good examples of anti-virus software include McAfee and Symantec (Norton) Security systems, among others. 

Workstation Access Control 
Access to the HMIS is allowed only from computers specifically identified by the Contributory HMIS Organization Executive Director or authorized designee, or HMIS Agency Administrator.  Laptop computers require an additional security statement indicating that they will not be used for unauthorized purposes from unauthorized locations.  Access to these workstations must be controlled by physical security measures and a log-in password.  Each Contributory HMIS Organization Agency Administrator determines the physical access controls appropriate for their organizational setting based on HMIS security policies, standards and guidelines.  No workstations, including laptops are to be used off-site unless previously authorized in writing by the HMIS Lead System Administrator.  Workstations, including laptops, must have appropriate and current firewall and virus protection as specified above, (see Workstation Specifications).  Devices must only access secured, password-protected Wi-Fi with non-public access. 
What are the Key HMIS Roles?

HMIS Lead Agency: Serves as the, responsible for maintaining the contractual agreements and payments with Bowman Systems LLC.  Additionally, the City provides the System Administrator support needed to operate and manage the system.

System Administrator: The DCHS designee who is responsible for an array of administrative and IT duties including but not limited to: 
· Serving as the point of contact, providing primary technical support for the HMIS Agency Administrators and End Users;  
· Working with Bowman Systems LLC to insure proper operations and timely addressing of problems;
· Coordinating and/or facilitating the initial training for new End Users and when needed refresher training for Agency Administrators and End Users as needed;
· Designing the HMIS structure to reflect agency/program-specific operational environments and data entry needs;
· Creating, re-designing; and/or implementing assessments, workflows, policies, procedures and reports;
· Educating End Users on the proper use of the HMIS;
· Ensuring that the HMIS User Policies, Responsibilities and Code of Ethics; and other requirements are met; and
· Conducting annual audits of Contributory HMIS Organization workstations and as applicable, client records;
· Keeping The Partnership Governing Board informed of the HMIS operations.

Contributory HMIS Organization: A service provider authorized to operate and contribute client-level and program-level data into the City of Alexandria HMIS.  Responsibilities include but are not limited to: 
· Purchasing new user ServicePoint and Advance Reporting Tool (ART) licenses and paying annual associated access fees for each End User;
· Providing HMIS workstations that meet all technical specifications and security requirements;
· Identifying at least one Agency Administrator that will carry out duties specific to that role; 
· Identifying at least one End User responsible for entering into HMIS client-specific data for persons served at the respective organization/program; and 
· Ensuring that the responsibilities of the Agency Administrators and End Users conducted as required.

Agency Administrator:  The Contributory HMIS Organization’s point of contact designee responsible for managing the organization’s HMIS data entry, running of reports for data accuracy and security, and provision of training for End User staff of their respective organization.  Responsibilities include but are not limited to: 
· Maintaining and abiding by the most current copy of the HMIS User Policies, Responsibilities and Code of Ethics;
· Ensuring proper training has taken place for the end users and that all HMIS policies and procedures are followed by all agency Users
· Monitoring and ensuring adherence to data security, privacy and technical standards and requirements
· Notifying the HMIS Lead Agency System Administrator of any staff turnover 
· Ensuring the appropriate location, security and equipping of HMIS workstations; 
· Serving as the primary point-of-contact for providing technical assistance to  Users
· Ensuring that each new End User has signed the End User Agreement; 
· Resetting temporary passwords to End Users;
· Monitoring and ensuring the Contributory HMIS Organization’s data entry and data quality 
· Ensuring the correction of HMIS data inaccuracies;
· Acting as the point of contact for client inquiries, client corrections, and client complaints;
· Maintaining all versions of HMIS notices, changes to forms, and other documentation; and
· Reporting to the System Administrator any HMIS violations or activities/behavior inconsistent with the HMIS User Policies, Responsibilities and Code of Ethics. 
· Submitting required reports to the HMIS Administrator as requested
· Participating on the HMIS subcommittee as needed

End User: A person designated by a Contributory HMIS Organization to enter client-specific HMIS data for persons accessing services within their organization.  Responsibilities include but are not limited to:
· Maintaining and abiding by the most current copy of the HMIS User Policies, Responsibilities and Code of Ethics; 
· Maintaining the confidentiality of client data – treating the information that an individual has disclosed in a relationship of trust and with the expectation that it will not be divulged to others without permission in ways that are inconsistent with the understanding of the original disclosure;
· Safeguarding and not providing disclosing or sharing HMIS usernames and/or passwords;
· Entering client-specific data for all persons served at the Contributory HMIS Organization in an accurate, timely fashion according to City of Alexandria HMIS data entry standards; and 
· Reporting to the Agency Administrator or the System Administrator any HMIS violations or activities/behavior inconsistent with the HMIS User Policies, Responsibilities and Code of Ethics.

Who Can Access the City of Alexandria HMIS?

Only eligible persons given authorization from the HMIS Lead System Administrator will be given access to HMIS. 

Eligible Users
Contributory HMIS Organizations may only authorize use of HMIS to persons who need access to ServicePoint for the purposes of data entry, editing and/or viewing of client records; report writing; program administration and evaluation; or other essential activities directly associated with carrying out the responsibilities of assisting persons experiencing or at risk of homelessness.  Annually, the System Administrator will require Contributory HMIS Organizations to review a list of active End Users and confirm that they will require continued access to HMIS.

All persons accessing HMIS must complete a mandatory training.  Service Point usernames and passwords will be provided during training.  

How Can an Organization Participate in HMIS?
HMIS participation is open to members of The Partnership to Prevent and End Homelessness in the City of Alexandria who serve persons experiencing or at-risk of homelessness.  To receive consideration for becoming a Contributory HMIS Organization, an organization must submit a written request to the HMIS Lead Agency.  The HMIS Lead Agency will determine the organization’s eligibility according to local, state and federal statutory and procedural guidelines, and present all requests to the CoC Governing Board for review.  The HMIS Lead Agency will notify in writing with reference justification the organizations that do not meet participation eligibility requirements.   The HMIS Lead Agency maintains the final authority to determine an organization’s appropriateness to become a Contributory HMIS Organization. 

New Contributory HMIS Organization Implementation 
Prior to setting up a new Contributory HMIS Organization within the HMIS database, the HMIS Lead System Administrator will verify that the following required documentation has been correctly executed and submitted or viewed on site: 
· Certification of Initial Implementation Requirements 
· Agency Participation Agreement 
· Information Security Protocol 
· Designation of Agency Administrator 
· Verification of License Purchase and/or User Fee Payment

The HMIS Lead Agency System Administrator will work with the Contributory HMIS Organization Agency Administrator to input applicable organization and program information 

Designating Agency Administrators 
Each Contributory HMIS Organization must designate at least one Agency Administrator who is the organization’s point of contact and representative for HMIS.  

How Can a Person Obtain Access to the HMIS?

The Agency Administrators from current Contributory HMIS Organization must submit a request in writing to the System Administrator to purchase new user licenses and add new End Users.  Before access is granted to HMIS, a prospective End User must complete the User Policy & Code of Ethics Form and User Responsibility Statement, receive a user license(s) and unique password, and attend a New End User Training session. 

Setting Up a New HMIS Users
New Contributory HMIS Organizations must purchase and pay the annual user fees for at least one ServicePoint user license and one Advanced Reporting Tool (ART) Gallery license.  

Contributory HMIS Organizations may purchase additional licenses by submitting a written request to the System Administrator.  An itemized invoice will be provided to the requesting organization for approval by the Executive Director or authorized designee prior to processing the license request. 

If the Contributory HMIS Organization wants to authorize system use for a new user, the organization’s Executive Director, Agency Administrator or authorized designee must: 
· Ensure the organization has purchased or transferred the appropriate licenses (ServicPoint and Advanced Reporting Tool (ART) when if applicable for the perspective new User
· Determine the access level of the perspective new User
· Submit a written request to the System Administrator
· Coordinate with the System Administrator to schedule or conduct new User HMIS training
· Ensure that the new User acknowledges receipt, understanding and agreement to abide by all HMIS policies and procedures 

The System Administrator must: 
· Verify that the organization has appropriate newly purchased or transferred licenses (ServicPoint and ART, if applicable) available for the perspective new User
· Verify that the HMIS Policies & Procedures Manual and HMIS User Responsibility Statement and User Policy & Code of Ethics agreements have been correctly executed 
· Verify that appropriate and sufficient training has been successfully completed 
· Secure the new user ID and password in Service Point 

Volunteers have the same user requirements as paid staff.  They must have an individual user account, complete the same training, and have the same agreements and confidentiality and privacy documents signed and on file with the organization they serve. 

The Executive Director, Agency Administrator or authorized designee is responsible for ensuring that all Users understand and comply with all applicable HMIS policies and procedures. 

User Access Levels
All HMIS users must be assigned a designated user access level that controls the level and type of access the user will have within the system.  Each user will only have access to client-level data that is collected by their own agency unless they participate in Open System or other Data Sharing group. 



Discontinuing HMIS User Access
Contributory HMIS Organizations are responsible for ensuring that only active users have access to HMIS.  If a User’s employment or volunteer services are terminated with the organization or a User no longer needs access to the HMIS, the Agency Administrator or other authorized individual must immediately notify the System Administrator in writing so that User access is terminated by inactivating and deleting the user license.  To ensure data protection, the System Administrator will immediately remove HMIS access to the End User in question and notify the organization when the action has been completed.

HMIS Privacy, Confidentiality & Security Policy 

What are the Privacy, Confidentiality and Security Standards?

The City of Alexandria Continuum of Care (CoC) utilizes a partially “open” HMIS, allowing providers to search the system for clients and see where they have received services within the continuum of care.  This sharing of client data in HMIS is critical to the most efficient and effective planning and provision of seamless and collaborative services.  Client services are enhanced, systems operate more efficiently and our community is better enabled to identify and address community needs and gaps.
 
Recognizing that the Health Insurance Portability and Accountability Act (HIPAA) and other Federal, State and local laws may further regulate certain agencies, the HMIS Lead may negotiate its procedures and/or execute appropriate business agreements with Contributory HMIS Organizations (CHOs) so they are in compliance with applicable laws. 

Contributory HMIS Organizations that must comply with HIPAA regulations have the option to "close" areas of the client record specifically addressing services covered under HIPAA to sharing with other agencies.  A Release of Information (ROI) must be completed in the HMIS client record in order for sharing to be activated and the information visible to other programs and/or agencies.

System Security
ServicePoint is a web application that uses a 128-bit encryption, user authentication, and user access levels to protect it from intrusion.

Contributory HMIS Organizations must provide a secure location for the computers that will access HMIS and an information technology security policy that addresses the following:
· Privacy including password security
· Screensaver usage
· Security awareness and training
· Firewall
· Virus Protection/Detection
· Restriction of access to HMIS in public settings and or public forums

Contributory HMIS Organization Information Security Protocol Requirements 
At a minimum, Contributory HMIS Organizations must develop rules, protocols or procedures to address the following: 

· Internal agency procedures for complying with the HMIS confidentially requirements and provisions of other HMIS client and agency agreements 
· Posting a sign in the areas of client intake that explains generally the reasons for collecting personal information 
· Preventing user account sharing 
· Protection of unattended workstations 
· Protection of physical access to workstations where employees are accessing HMIS 
· Safe storage and protected access to hardcopy and digitally generated client records and reports with identifiable client information 
· Proper cleansing of equipment prior to transfer or disposal 
· Procedures for regularly auditing compliance with the agency’s information security protocol 

User Confidentiality and Security Requirements	
Users must be aware of the sensitivity of client-level data and take appropriate confidentiality and security measures to prevent unauthorized disclosure.  Users must protect institutional information to which they have access and report security violations.  End Users must comply with all policies and standards described within this Policies and Procedures Manual.  

Prior to being granted a username and password, users must sign the HMIS User Policy & Code of Ethics and HMIS User Responsibility Statement acknowledging receipt and pledging.  End Users are accountable for their actions and for any actions undertaken with their usernames and passwords.  Agency Administrators must ensure that all End Users have received adequate training prior to being given access to the HMIS database. 

User Name and Passwords

User Name
User names are issued by the HMIS System Administrator only.  The System Administrator must ensure that user names are unique.

Each End User is assigned a role that determines the level and extent of system access (i.e., what the user can and cannot do or see.)

End Users must sign a user responsibility agreement before a username and password is assigned.

Passwords
Temporary passwords are issued for each user at the time HMIS access is granted.

End Users must maintain, safeguard and never share their passwords.  Passwords shall be protected by the individual End User from use by or disclosure to any other individual or entity.  Passwords shall not be anything that can be easily associated to the account owner.  If the security of the password is in doubt, it shall be changed immediately.

Passwords shall not be written or stored in a location (physical or logical) in which any person other than the password owner has access.  End Users shall not allow the internet browser to remember their password.

Password Resets
End Users can contact their Agency Administrator or the System Administrator to obtain a new temporary password.

Privacy, Confidentiality, and Security Violations
The HMIS Lead Agency will investigate all potential violations of security protocols.  Any user found to be in violation of security protocols will be sanctioned.  Sanctions may include, but are not limited to: 1) A formal letter of reprimand; 2) Suspension of system privileges; or 3) Revocation of system privileges.  Egregious or repeated violations will result in sanctions to the Contributory HMIS Organization. 




HMIS Data Entry Policy & Data Standards

HMIS Data Standards
The data fields collected in HMIS are in compliance with the HUD 2010 HMIS Data Standards. However, there are additional fields that the CoC has determined are necessary to collect to better understand and serve the homeless and at-risk populations in our community.  HMIS data fields and pick lists are reviewed at least annually to ensure compliance with the HMIS data standards and alignment with CoC planning and service delivery needs. 

HMIS Notice and Releases of Information
All HMIS Contributory HMIS Organization /programs must display and explain the HMIS notice to clients.  The HMIS Notice and Release of Information must be maintained in the client file.  The review of the release of information must be recorded in HMIS; and when granted, it activates the system’s data sharing functions.

Client Notice 
The HMIS Lead Agency has prepared and provided the standard Notice of HMIS Data Entry and Personal privacy Information as well as the Client Authorization for Release of Information. All written consent forms must be stored in a client’s case management file for record keeping and auditing purposes.

Applicability of Consents 
The Contributory HMIS Organization shall uphold Federal and State Confidentiality regulations to protect client records and privacy. If an agency is covered by the Health Insurance Portability and Accountability Act (HIPAA), the HIPAA regulations prevail. 

Data Entry

Authorized Contributory HMIS Organization End Users must directly enter client-level data into the HMIS database.  End Users are given privileges to access data for clients served by their Contributory HMIS Organization and to use HMIS functionality based on their User level.  Data entered by the Contributory HMIS Organization is the property of the HMIS Lead and is stored in the HMIS central database server, which is protected by several levels of security to prevent access from unauthorized users. 

Contributory HMIS Organizations must ensure that End Users:
· Collect all universal data elements, as defined by HUD, for all programs funded to serve persons who are homeless, formerly homeless, or at risk of becoming homeless. 
· Enter federal, state, and CoC-required client level data for all Contributory CoC Programs. 
· Complete data entry within the required timeframes. 
· Comply with all HUD regulations for HMIS participation. 

When?
HMIS data entry must be accurate, complete and timely.  Ideally, client data is entered immediately upon receipt.  However, it must be entered at the latest within 2 business days of receipt.

Where & How?
All HMIS data entry must be conducted at authorized Contributory HMIS Organization workstations.  Those that are:
1. Accessed via a non-public forum
2. Securely located from public view
3. Equipped with the following security measures:
a. A log-on Password
b. Locking password-protected screensavers
c. Current internet virus protection and firewalls with regular updates

What Are the Two Levels of Consent?

There are two levels of consent for the use of data in the City of Alexandria HMIS: 1) Consent to use data within a Contributory HMIS Organization; and 2) Consent to share data across programs to coordinate case management and services delivery.

What Are the Three Types of Consent?

There are two types of consent that must be granted in order for client data to be shared in City of Alexandria HMIS: 1) Informed Consent – Written & Signed Notification given at intake; and 2) Written Consent – Signed ROI in HMIS.

Is There an Order to Entering Data? - City of Alexandria HMIS Data Entry Workflows

HMIS End Users must follow an authorized Data Entry Workflow when entering data into HMIS.  Listed below are the current authorized Data Entry Workflows for the City of Alexandria HMIS.

1. Homeless Services Assessment Center (HSAC)
2. Emergency Shelter
3. Winter Shelter
4. General Residential (Safe Haven, Transitional Housing & Permanent Supportive Housing)
5. David’s Place Day Shelter
6. Community Case Management
7. Services (Prevention, Diversion, Rapid Re-Housing)

What About HMIS Data Quality?

Contributory HMIS Organizations and programs must review their program and client information at least monthly to ensure information is correct, up to data and reliable.  Agencies have an array of reports available in the ServicePoint and Advanced Reporting Tool (ART) that allow data review for quality, verification, and consistency. Data deficiencies should be addressed as soon as they are identified.  By the 5th of each month, Agency Administrators must certify that the HMIS data has been reviewed.  They must submit a Data Quality Verification for all Contributory HMIS Organization programs along with the specific null value/error-free reports to the System Administrator. 

HMIS data entry will be accurate, complete, timely and according to appropriate program type Data Entry Workflow Outline listed above.  HMIS Data Entry Workflow Outlines are initially provided at the time of new End User training, upon amendment, and are also available upon request.

Data Quality Standard 
· All names, dates of birth and social security numbers provided will be accurate. 
· Blank entries in required data fields will not exceed 5% per month 
· Data inconsistencies or missing data will not exceed 10% as per AHAR participation rules 
· HMIS program Entry/Exit must be completed within 48 hours or 2 business days of the client’s physical program Entry/Exit.
· HMIS program Entry and Exit dates must reflect those of the client’s actual program entry and exit.  Service Transactions must have a recorded start and end date according the applicable HMIS Data Entry Workflow Outline. 
· Data entry is ideally completed immediately upon receipt of client information, and must be completed at the latest within 48 hours or 2 business days.

Responsibility 
Each Contributory HMIS Organization is responsible for implementing these data standards in such a way that: 
• Specifies the data quality standards to be used by all agency Users 
• Provides a mechanism for monitoring adherence to the standard 
• Provides the necessary tools and training to ensure compliance with the standard
• Includes strategies for working with Users that are not in compliance with the standard 
Open Systems Data Quality 
Client-specific data, corrections and updates to client information will be made by the most current program. When duplicate information is found, the agency will notify HMIS Administrator so the client data can be merged.  

Data Quality Monitoring 
Contributory HMIS Organizations are required to run and submit to the HMIS Administrator the following error-free or error-explained monthly data quality reports:

· 0220 – Data Incongruity Locator 
· 0252 – Data Completeness Report Card
· 0253 – Income Data Quality
· 0625 – HUD CoC APR
· 0631 – CoC APR Detail (Provides detailed breakdown of 0625 information)
· REVISED Entry Services Incongruities Report 

Agency Administrators are strongly encouraged to run the above listed data quality reports more frequently and to utilize all available canned reports in ServicePoint to most effectively manage data quality and become more effective in serving our clients across the Continuum.  The HMIS System Administrator will perform regular data integrity checks on the HMIS data, which will include the following steps: 

· Run the above listed and other available data quality reports. 
· Notify Agency Administrators of findings and timelines for correction.
· Re-run reports for errant agencies/programs, as requested. Follow up with Agency Administrators, if necessary. 
· Notify Executive Directors if agency administrators are not responsive to required corrective actions. 
· Notify the Gaps and Needs Committee Chair, CoC Governing Board Chairs, and CoC Lead regarding any uncorrected data quality issues. 

How Is HMIS Data Used?

HMIS data is the source for federal, state and local reporting.  HUD and other federal, state and local level planners and policymakers at the use aggregate HMIS data to obtain better information about the extent and nature of homelessness over time.  Specifically, HMIS is used to produce an unduplicated count of homeless persons, understand patterns of service use, and measure the effectiveness of homeless programs.

HMIS’ ability to de-duplicate client data and provide complete program and system information is critical to understanding the homeless and at-risk populations.  The CoC uses submitted HMIS data in aggregate form for analytical and administrative purposes, including the preparation of grant applications, reports to funders, and the submitting of data for regional and national aggregation.

HMIS is used to generate the following federal program and system-wide reports:
· HUD Annual Performance Reports (APR)
· Annual Homeless Assessment Report to Congress (AHAR)

In addition HMIS is used to generate the following state and local reports:
· ESG, HSG, HPP Quarterly and Annual Reports
· Annual Point-In-Time Count of the Homeless Persons (PIT)
· CoC Dashboard and Planning Reports
· CoC Outcomes Measurement Reports



HMIS Data Ownership

The data contained in a client’s HMIS record maintained by the HMIS Lead software is the physical property of the HMIS Lead Agency.  In the event that the relationship between the HMIS Lead and a Contributing HMIS Organization is terminated, the Contributing HMIS Organization access is terminated.  If another Contributing HMIS Organization assumes the program administration then the data will be migrated to the new provider (fees may apply). 

HMIS Data Release Policies and Procedures 
Data Release Criteria 
HMIS client data will be released only in aggregate, for any purpose beyond those specified above, according to the criteria specified below. 

Aggregate Data Release Criteria 
All released data must be anonymous, either by removal of all identifiers and/or all information that could be used to infer an individual or household identity. 


How Do I Access HMIS Technical Support? 

Please use the following procedures for HMIS technical support:

During the normal HMIS Lead Agency business hours: 
1) End Users should direct technical support questions to their organization’s Agency Administrator. 
2) In the event the question is still unresolved, Agency Administrator is unavailable or End User is the Agency Administrator, questions can be directed to the HMIS Administrator via e-mail or by phone.  (HMIS Lead Contact Information.)

During Holidays and after the normal HMIS Lead Agency business hours: 
1) In the event a question cannot be resolved by the provider’s Agency Administrator, the Agency Administrator or End User may leave an e-mail or voicemail message for the HMIS Administrator, who will respond upon return on the next business day.  (See HMIS Lead Contact Information.
2) If the HMIS Administrator is absent during normal business hours, out of office e-mail and voicemail messages with guidance on obtaining technical assistance will be provided.

HMIS System Availability Policies 
Every Wednesday from 10-11:00 Eastern Standard Time, ServicePoint is unavailable due to scheduled backup and maintenance by Bowman Systems.  When the HMIS Lead receives notice of a planned interruption of service for other reasons, during normal business hours or for an extended period, the HMIS Administrator will notify End-Users and/or Agency Administrators via e-mail.  If there is an unplanned interruption of service, the HMIS Administrator will communicate with Bowman Systems and notify End Users and/or Agency Administrators of any information regarding the interruption as it is made available. 

If you have any questions about policies and procedures, please contact the HMIS Lead Agency System Administrator. 




APPENDIX A –GLOSSARY OF TERMS
This section defines terms commonly used throughout this manual.


Annual Homeless Assessment Report (AHAR):  HUD’s annual report to Congress on the nature and extent of homelessness nationwide.

Annual Performance Report (APR):  A reporting tool that HUD uses to track program progress and accomplishments of HUD homeless assistance and HPRP Programs on an annual basis. This was formerly known as the Annual Progress Report.

Client:  An individual about whom a Contributory HMIS Organization (CHO) collects or maintains protected personal information: (1) because the individual is receiving, has received, may receive, or has inquired about assistance from a CHO; or (2) in order to identify needs, or to plan or develop appropriate assistance within the CoC.

Continuum of Care (CoC): The primary decision making entity defined by HUD as the official body representing a community plan to organize and deliver housing and services to meet the specific needs of people who are homeless as they move to stable housing and maximum self-sufficiency.

CoC Program:  A program identified by the CoC as part of its service system, whose primary purpose is to meet the specific needs of people who are experiencing a housing crisis. Continuum of Care Programs may include:  1) Supportive Housing Program (SHP); 2) Shelter Plus Care (S+C) Program; 3) Section 8 Moderate Rehabilitation Single Room Occupancy (SRO) Program; 4) Continuum of Care (CoC) Program.

Contributory CoC Program: A homeless assistance or prevention program that contributes Protected Personal Information (PPI) or other client-level data to an HMIS.

Contributory Non-CoC Program: A program that is neither a homeless nor homeless prevention program that contributes PPI or other client-level data to an HMIS.

Contributory HMIS Organization (CHO): An organization that operates a contributory homeless assistance or homeless prevention program or contributory non-homeless assistance or homeless prevention program.

End User (or User) : An employee, volunteer, affiliate, associate, and any other individual acting on behalf of a CHO or HMIS Lead Agency who uses or enters data in the HMIS or another administrative database from which data are periodically uploaded to the HMIS.

Homeless Assistance Program:  A program whose primary purpose is to meet the specific needs of people who are literally homeless (as defined in data element 3.11, Housing Status). Homeless assistance programs include outreach, safe haven, emergency shelter, transitional housing, rapid re-housing, permanent housing and permanent supportive housing.

Homelessness Prevention Program:  A program whose primary purpose is to meet the specific needs of people who are imminently or at risk of losing their housing.  Homeless prevention programs include those funded by HPRP and other homelessness prevention programs identified by the CoC as part of its service system.

Homeless Management Information System (HMIS):  The information system designated by a CoC to process client-level and program-level  and other data in order to create an unduplicated accounting of homelessness within the CoC.  An HMIS may provide other functions beyond unduplicated accounting.

HMIS Lead Agency:  An organization designated by a CoC to operate the CoC’s HMIS on its behalf.

HMIS Participating Bed:  For any residential homeless program, a bed is considered a “participating HMIS bed” if the program makes a reasonable effort to record all universal data elements on all clients served in that bed and discloses that information through agreed upon means to the HMIS Lead Agency at least once monthly.

HMIS Software Solution Provider:  An organization that sells, licenses, donates, builds or otherwise supplies the HMIS user interface, application functionality and database.

HMIS Vendor: A contractor who is paid to provide services for the operation of a CoC’s HMIS. An HMIS vendor includes an HMIS software solution provider, web server host, and data warehouse provider, as well as a provider of other contracted information technology or support.

Non-Contributory CoC Program: A CoC Program that does not contribute PPI or other client-level data to an HMIS.

Participating CoC Program: A Contributory CoC Program that makes reasonable efforts to record all the universal data elements and all other required data elements as determined by HUD funding requirements on all clients served and discloses these data elements through agreed upon means to the HMIS Lead Agency at least once annually.

Protected Personal Information (PPI):  Information about a client: (1) whose identity is apparent from the information or can reasonably be ascertained from the information; or (2) whose identity can, taking into account any methods reasonably likely to be used, be learned by linking the information with other available information or by otherwise manipulating the information.

Processing: An operation or set of operations performed on PPI, whether or not by automated means, including but not limited to collection, maintenance, use, disclosure, transmission and destruction of the PPI.

Quarterly Performance Report (QPR): A reporting tool that HUD uses to track progress and accomplishments of HPRP funded programs on a quarterly basis.

Research:  A systematic investigation, including research development, testing, and evaluation, designed to develop or contribute to generalizable knowledge.

Unduplicated Accounting of Homelessness:  An unduplicated accounting of homelessness includes measuring the extent and nature of homelessness (including an unduplicated count of homeless persons), utilization of homeless programs over time, and the effectiveness of homeless programs.

Unduplicated Count of Homeless Persons:  An enumeration of homeless persons where each person is counted only once during a defined period of time.

Victim Service Provider: A nonprofit or nongovernmental organization including rape crisis centers, battered women’s shelters, domestic violence transitional housing programs, and other programs whose primary mission is to provide services to victims of domestic violence, dating violence, sexual assault, or stalking.

APPENDIX B – WORKSTATION TECHNICAL & SECURITY SPECIFICATIONS CHECKLIST




SERVICE POINT VERSION 5.0
WORKSTATION TECHNICAL SPECIFICATIONS CHECKLIST


MEMORY
· If Vista – 4 Gig recommended, (2 Gig Required)
· If XP – 2 Gig recommended (1 Gig Required)

MONITOR
	Screen Display – 1024 by 768 (XGA)

PROCESSOR
	A Dual-Core

INTERNET CONNECTION
	Broadband

BROWSER
· Firefox 3+ preferred
· Google Chrome recommended
· Internet Explorer 8 and others work with varying results



SERVICE POINT VERSION 5.0
WORKSTATION SECURITY REQUIREMENTS


	Standard
	Yes / No
	Explanation

	Is the computer that you are requesting to use to access HMIS in a secured location?
	
	


	Does the computer have a locking password-protected screen saver?
	
	

	Is the computer set up with a log on password?
	
	

	Does the computer have virus protection with auto update?
	
	Software Name: 

	Are checks made to ensure the anti-virus program is current with updates?
	
	Frequency of Checks:

	Is the computer equipped with individual or network firewall protection?
	
	Software Name:

	Will the computer be used to access HMIS via a public forum: Ex: public library, etc.?
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APPENDIX C - USER POLICY & CODE OF ETHICS

USER POLICY & CODE OF ETHICS
For The Partnership to Prevent and End Homelessness in the City of Alexandria (PPEH)
Homeless Management Information System (ServicePoint) & Advance Reporting Tool ART)

USER POLICY

Licensed Contributory HMIS Organizations (CHOs) shall share information for the provision of services to homeless persons or those at-risk through the Homeless Management Information System (HMIS) among the Contributory HMIS Organizations.  There are two types of information that providers will request for entry into HMIS; and, there are different rules about how and when each type is shared. 

Basic Information - Name, Gender, Social Security Number, Date of Birth, Race, and Ethnicity.  (Sharing this information through the HMIS database helps to prevent counting the same person more than once.  As a recipient of assistance and/or services clients give implied consent the above Basic Identifying Information to be entered and shared in the system.)

Case Information (HUD Universal Data Elements, Program Entry/Exit, Homelessness Prevention and Rapid Re-Housing Data Elements and Services) including family composition, employment history, income, financial resources, assistance and benefits, military duty status, prior living situation, length of stay, zip code of last permanent address, housing status, homeless status, phone numbers, whether or not you have a disability, etc.  (Sharing this information will help service providers better identify needs in the community, assess the benefit of services provided, and expedite referrals for needed services.  This information is shared only if clients give specific permission reading and signing BOTH the HMIS Notification Form AND the Uniform Authorization to Use & Exchange Information, Collective Release of Information, or a Provider-specific Release of Information.)

Contributory HMIS Organizations are bound by all restrictions imposed by clients pertaining to the use of personal data that they do not formally release.  It is a Client's decision about which information, if any, entered into the HMIS shall be shared and with which Contributory HMIS Organizations.  

At a minimum the following data will be entered for All Clients: 
· HUD universal data elements including Name, Date of Birth, Social Security Number, Gender, Race & Ethnicity
· Data required for the HUD Annual Progress Report (APR) 
· Data required for the Local, State or Federal grant monthly or quarterly reports.
· Data necessary for the Point-In-Time Survey

The follow are required ServicePoint areas of data entry for all client records: 
· Client Profile
· ROI (Release of Information)
· Entry/Exit
· Assessments Tab (HUD-40118, Housing Need, Point-In-Time, etc.)
· SSOM
· Service Transactions
· Case Worker Information

NOTE: Data entry into Case Plans including Goals and Action Steps is highly recommended.

USER CODE OF ETHICS

A. HMIS Users must treat Partner Contributory HMIS Organization with respect, fairness and good faith.  
B. Each HMIS User must maintain high standards of professional conduct.
C. HMIS Users have the responsibility to relate to the Clients of other Contributory HMIS Organizations with full professional consideration.

I understand and agree to comply with all the User Policy & Code of Ethics requirements listed above.

_____________________________________________________________		____________
Homeless Management Information System User Printed Name & Signature		        Date

APPENDIX D – USER RESPONSIBILITY STATEMENT




USER RESPONSIBILITY STATEMENT
Homeless Management Information System (HMIS)/ServicePoint and Advance Reporting Tool (ART)



USER RESPONSIBILITY

Your User ID and Password give you access to the City-wide Homeless Management Information System (HMIS). Initial below to indicate that you understand, accept and agree to abide by each statement below outlining the proper access and use of the HMIS. Failure to uphold the confidentiality and security standards set forth below is grounds for immediate termination from the Homeless Management Information System.   

I understand, accept and agree that:

__________	My User ID and Password are for my use only and must not be shared with anyone.

__________	I must take all reasonable means to keep my Password physically secure.

__________	The only individuals who may view information in the City of Alexandria Homeless Management Information System are authorized users and the clients to whom the information pertains.

__________	Data in HMIS is privileged information and that I may only view, obtain, disclose, or use the information as necessary to perform my job duties and responsibilities. 

__________	If I am logged into HMIS and must leave the area where the computer is located, I must log-off of HMIS before doing so.  

__________	I will never leave a computer unattended that has HMIS “open and running.”

__________	My failure to appropriately log off of HMIS may result in a breach in client confidentiality and system security.

__________	I will keep all hard copies of HMIS data (e.g., reports, etc.) in a secure file.

__________	When hard copies of HMIS data are no longer needed, I will properly destroy them (i.e. shred or follow my organization’s appropriate destruction policy for secure information. 

__________	If I notice or suspect a security breach, I must immediately notify my HMIS Agency Administrator (or HMIS System Administrator).

__________	I must notify my HMIS Agency Administrator (or HMIS System Administrator) if there is a change in my HMIS access level, my job responsibilities no longer require me to access HMIS, or my employment ends. 



I have read, understand and agree to comply with all the statements listed above.


													
Homeless Management Information System User Signature				Date


APPENDIX E – CONTRIBUTORY HMIS ORGANIZATION LIST



City of Alexandria Contributory HMIS Organizations

· Catholic Charities Diocese of Arlington 
· Christ House Transitional Housing Program
· City of Alexandria Department of Community & Human Services
· Community Services Board Programs
· PATH Outreach
· Safe Haven
· Transitional Housing Programs
· Permanent Supportive Housing Programs
· Office of Community Services
· Alexandria Community Shelter
· Prevention Programs
· Homelessness Diversion
· Rapid-Rehousing Programs
· Winter Shelter
· ALIVE! Inc.
· ALIVE! House Transitional Housing Program
· Community Lodgings, Inc.
· Transitional Housing Program 
· Alexandria-Arlington Coalition for the Homeless
· Adopt-A-Family Transitional Housing Program
· Salvation Army
· Cornerstone Transitional Housing Program
· Carpenter’s Shelter
· Day Shelter Program
· Emergency Shelter
· Rapid Re-housing Program
· Prevention Program
· Community Case Management
· New Hope Housing
· Rapid Re-Housing Program
· Housing First Permanent Supportive Housing Programs
· CoC Homeless Services Assessment Centers 
· Families
· Individuals






APPENDIX F - NOTICE OF HMIS DATA ENTRY AND PERSONAL PRIVACY INFORMATION

What is the Homeless Management Information System (HMIS)?
THIS NOTICE DESCRIBES HOW INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

When you request or receive services and give information about yourself and your family, it is entered into a computer database called the Homeless Management Information System (HMIS). The City of Alexandria Homeless Services Coordinating Committee service providers receiving local, state and federal funding to assist persons experiencing homelessness and others in need use this database to better coordinate and provide services to people in our community. 

WHAT INFORMATION IS COLLECTED ABOUT YOU & HOW IS IT USED OR SHARED? 
There are two types of information we ask for, each with different rules on how and when we can share this information:
1. Basic Information - Name, Gender, Social Security Number, Date of Birth, Race, and Ethnicity.  (Sharing this information through the HMIS database helps to prevent counting the same person more than once.  As a recipient of assistance and/or services you are giving your permission for us to enter and share the above Basic Identifying Information.)

1. Case Information (HUD Universal Data Elements, Program Entry/Exit, Homelessness Prevention and Rapid Re-Housing Data Elements and Services) including family composition, employment history, income, financial resources, assistance and benefits, military duty status, prior living situation, length of stay, zip code of last permanent address, housing status, homeless status, phone numbers, whether or not you have a disability, etc.
(Sharing this information will help better identify needs in the community, assess the benefit of services provided, and expedite referrals for needed services.  This information is shared only if you give specific permission by reading and signing the Uniform Authorization to Use & Exchange Information or a Provider-specific Release of Information.)

HOW WILL YOUR INFORMATION BE KEPT SECURE? 
The following measures have been taken to ensure that your information is kept safe and secure: 
· The HMIS database has a high degree of security protection;
 
· Any information that could identify you, like your name or birthdate, will be viewed only by other authorized HMIS users, and will be removed from reports before they are issued to local, state, or federal agencies; 

· Employees using HMIS receive training in confidentiality and privacy protection and agree to follow rules before using the system. 

WHAT ARE YOUR PRIVACY RIGHTS? 
You have the following rights: 
1. To Read Your Record – At your written request the organization’s HMIS Administrator listed below, we will print a copy of your HMIS record contents or when applicable assist you in viewing them. 

2. To Request a Correction be Made to Your Record – If you believe that information in your HMIS record is incorrect or inaccurately reflects your current or past situation you may request a correction.  Your record will be updated upon your submission of any supporting documentation and a written request to the organization’s HMIS Administrator listed below identifying the error and the correction.  

3. To Refuse Consent To Share Case Information – You will not be denied services for which you otherwise qualify if you refuse to sign the Uniform Authorization to Use and Exchange Information form.  Please note Case Information will still be entered into the HMIS system for statistical purposes, but will not be shared with any other community service providers. 

4. To Withdraw Your Consent – Your consent to share information can be withdrawn at any time upon written notification to the organization’s HMIS Administrator listed below.  Please note Case Information will not be shared with any other community service providers effective 24 hours or the next business after the receipt of your written notification to withdraw consent.

5. To File a Complaint – You may file a written complaint with the organization’s HMIS Agency Administrator listed below if you have an indication that your privacy rights have been violated.  You will not be penalized or denied services for filing a complaint.

I have read and understand the above notice and acknowledge entry of my household information into HMIS.

____________________________________________				________________ 
                                Print & Sign Full Name	 					              Date

APPENDIX G - AUTHORIZATION FOR RELEASE OF INFORMATION 

COLLECTIVE RELEASE OF INFORMATION
I hereby authorize ________________________ to exchange appropriate information and records with the following agencies and/or programs:

· Department of Mental Health, Mental Retardation and Substance Abuse
· Alexandria Community Shelter
· Catholic Charities Diocese of Arlington
· City of Alexandria Health Department, INOVA Health System (e.g., Alexandria Hospital)
· City of Alexandria Department of Community & Human Services
· City of Alexandria Courts
· Virginia Probation and Parole
· City of Alexandria Public Safety Departments
· Alexandria City Public Schools and School Districts
· ALIVE! Inc.
· Community Lodgings, Inc. 
· Alexandria-Arlington Coalition for the Homeless, Adopt-A-Family
· Salvation Army
· Alexandria Redevelopment and Housing Authority
· City of Alexandria Government
· Carpenter’s Shelter
· New Hope Housing
· K.I. Services
· CoC Homeless Services Assessment Centers (Families and/or Individuals)
· OTHER: ______________________________________________________________________

Notwithstanding the foregoing, no information may be exchanged with the following agencies without my prior written consent: _________________________________________________________
I understand this information will be used for the purpose of case management services planning and medical intervention.  I understand that this information will only be exchanged: (1) between ______________________ and an organization/program listed above at the time of my admission to or transfer from _________________________, or (2) on an ongoing basis between __________________ and any organization/program listed above which continues to be involved with my case.  I understand that this information is confidential and will not be disseminated to any party not referenced above without my permission nor will this information be released to any entity that has not previously been involved with my case without my specific written consent. I understand that I may withdraw my consent, in writing, at any time.  This consent will otherwise terminate on ______________________________ (date not to exceed one year).

The interviewer has explained this form to me and I understand its contents:

_______________________________________________		_______________________
Signature								Date

I have explained the significance of this form to the above signatory and witnessed their signature:

_______________________________________________		_______________________
Signature								Date


APPENDIX H — REQUIRED HMIS SERVICE TRANSACTIONS


HOMELESS SERVICES ASSESSMENT CENTERS
· Emergency Shelter Clearinghouses

DIVERSION PROGRAMS
· Homeless Financial Assistance Programs
· Case/Care Management

EMERGENCY SHELTER
· Emergency Shelter
· Case/Care Management

DAVID’S PLACE DAY SHELTER
· Homeless Drop In Centers

WINTER SHELTER
· Cold Weather Shelters/Warming Centers

TRANSITIONAL HOUSING
· Transitional Housing
· Case/Care Management

SAFE HAVEN
· Supportive Housing

PERMANENT SUPPORTIVE HOUSING 
· Homeless Permanent Supportive Housing
· Case/Care Management

PREVENTION PROGRAMS
Carpenter’s Shelter Prevention Program
· Homeless Financial Assistance Programs

DCHS Prevention Programs
· Rent Payment Assistance or Rental Deposit Assistance
· Case/Care Management

RAPID RE-HOUSING PROGRAMS
Carpenter’s Shelter – Rapid Re-Housing
· Homeless Financial Assistance Programs

Alexandria Fund Rapid Re-Housing
· Homeless Financial Assistance Programs
· Case/Care Management

Alexandria DCHS-ESG-RR (Rapid Re-Housing)
· Homeless Financial Assistance Programs
· Case/Care Management

CARPENTER’S SHELTER COMMUNITY CASE MANAGEMENT
· Case/Care Management

APPENDIX I — RESIDENTIAL DATA ENTRY WORKFLOW OUTLINE

SP5 RESIDENTIAL PROGRAM DATA ENTRY WORKFLOW OUTLINE

LOG IN

SET “ENTER DATA AS” MODE – (IF APPLICABLE)

AT INITIAL INTAKE
1. Enter ClientPoint
a. Search Initial of First Name  AND Full Last Name
1. Select from Client Results OR 
2. If “No matches,” create New Client Record by filling in data boxes and “Add New Client With This Information”
b. Write Down Client Record Number(s) (In Client File)

2. Set Backdate`
a. *System TIME is defaulted to 1:11 a.m. – DO NOT CHANGE*
b. *If not entering data on the day received (“REAL TIME”), SET TO THE CORRECT DATE & “PRESS SET NEW BACKDATE”*  OTHERWISE . . . 

c. *VERIFY TIME IS 1:11 a.m. & PRESS “SET NEW BACKDATE”*

3. Client Profile TAB - Complete (Verify, Edit or Enter) All Client Information
NOTE: Assess client record & demographic areas through the “Pencil”

4. Household TAB (Families ONLY) – “Manage Household”, “Search Existing Households” or “Start New Household” 

5. ROI TAB – “Add Release of Information” or Edit Existing through the “Pencil”

6. Entry/Exit TAB – “Add and complete Entry/Exit” (Type= HUD)

7. Case Managers TAB – “Add Case Manager Information” 

8. Case Plans TAB – “Add Goals” and Related Action Steps or Edit Existing Goals/Action Steps through the “Pencil”

9. SSOM TAB – Complete “Initial” for each Adult single and all Adult family members. NOTE: (“Interim” required at six-months unless exiting program.)

10. Assessments TAB (1. Housing Need Assessment; and 2. HUD-40118)
NOTE: “Select Assessment” and “Submit” to change assessments.

11. Service Transactions TAB – Enter service transactions using “Multiple Services” or “Add Service”  NOTE: Use “View Entire Service History” to view services details.

ONGOING CASE MANAGEMENT: As needed during clients’ program participation, you can access areas of client records (e.g., Case Plans, Assessments, Matrix, Service Transactions, etc.) to add/update/edit information.  

PROGRAM EXIT (REVERSE ORDER OF INITIAL INTAKE)
1. Service Transactions TAB – Record End Dates for Service Transactions
2. SSOM TAB – Complete Final
3. Case Plans TAB – Close Goals & Action Steps (Including Follow Up)
4. Case Managers TAB – Enter End Date
5. Entry/Exit TAB – Complete Exit Assessment

LOG OUT – AFTER EACH USE OR WHEN LEAVING YOUR WORK STATION!

APPENDIX J – REFERENCED FEDERAL, STATE AND LOCAL GUIDANCE

Homeless Emergency Assistance and Rapid Transition to Housing (HEARTH): CoC Program Interim Rule								Date Published: July 2012

Description
This interim rule focuses on regulatory implementation of the new Continuum of Care (CoC) Program, including the Continuum of Care planning process. The existing homeless assistance programs that comprise the Continuum of Care program are the following: the Supportive Housing program, the Shelter Plus Care program, and the Moderate Rehabilitation/Single Room Occupancy (SRO) program. This rule establishes the regulations for the Continuum of Care program, and, through the establishment of such regulations, the funding made available for the Continuum of Care program in the statute appropriating Fiscal Year (FY) 2012 funding for HUD can more quickly be disbursed, consistent with the HEARTH Act requirements, and avoid any disruption in current Continuum of Care activities.

The Homeless Emergency Assistance and Rapid Transition to Housing Act of 2009 (HEARTH Act), enacted into law on May 20, 2009, consolidates three of the separate homeless assistance programs administered by HUD under the McKinney-Vento Homeless Assistance Act into a single grant program, and revises the Emergency Shelter Grants program and renames it the Emergency Solutions Grants program. The HEARTH Act also codifies into law the Continuum of Care planning process, a longstanding part of HUD’s application process to assist homeless persons by providing greater coordination in responding to their needs. The HEARTH Act also directs HUD to promulgate regulations for these new programs and processes.

The interim regulation was published in the Federal Register on July 31, 2012 and became effective August 30, 2012. The public comment period closed on November 16, 2012.
https://www.onecpd.info/resources/documents/CoCProgramInterimRule.pdf


HMIS Data Standards Final - March 2010				Date Published: March 2010

Description
This Notice revises the Homeless Management Information Systems (HMIS) Data and Technical Standards Final Notice (69 FR 146, July 30, 2004). The Notice adds a new set of Program Description Data Elements (Section 2). In addition, the Notice presents revisions to HMIS Data Standards for Universal Data Elements (Section 3) and Program-Specific Data Elements (Section 4). These sections replace Section 2 (Universal Data Elements) and Section 3 (Program-Specific Data Elements) of the 2004 Notice. All other sections of the 2004 notice remain in effect.
https://www.onecpd.info/resource/1220/final-hmis-data-standards/


2004 HMIS Data and Technical Standards Final Notice (July 2004)	Date Published: August 2004

Description
The Homeless Management Information Systems (HMIS): Data and Technical Standards Final Notice, effective August 30, 2004, specifies the data elements and standards that guide HMIS data collection across the country. The Notice standardizes data collection nationally and allows local CoCs to generate consistent reports on the characteristics of homeless persons. The Notice also describes how data is to be collected and safeguarded. This Notice reflects an effort to consult with Federal agencies implementing homeless programs, State and local governments and Continuum of Care agencies experienced in implementing an HMIS, major advocate groups and leading academic and national experts on homelessness. Note that HUD published updated HMIS Data and Technical Standards in 2010.
https://www.onecpd.info/resource/1318/2004-hmis-data-and-technical-standards-final-notice/
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